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Corporate Use of Social Media Policy

Application process/forms

Any individuals or team wishing to apply to use social media for professional purposes which fit within the scope of the Corporate Use of Social Media Policy must read the information provided on the NHSGGC Social Media Support SharePoint Website. Those looking to apply must read all the relevant information and complete the online form.
The Corporate Communications Directorate will consult with the relevant Director or Head of Service and with the Director of HI&T to reach a decision on whether to approve the application for use.

Use this form for any detailed risk assessment unless a specific form is provided.  Refer to your Summary of Hazards/Risks and complete forms as required, including those that are adequately controlled but could be serious in the absence of active management. The Action Plan and reply section is to help you pursue those requiring action.

	Name of Assessor: 
	
	Post Held:
	

	Department:
	
	Date:
	

	Subject of Assessment: e.g. hazard, task, equipment, location, people

	

	Hazards (Describe the harmful agent(s) and the adverse consequences they could cause)

	

	Description of Risk
Describe the work that causes exposure to the hazard, and the relevant circumstances. Who is at risk? Highlight significant factors: what makes the risk more or less serious – e.g.: the time taken, how often the work is done, who does it, the work environment, anything else relevant.

	 


Existing Precautions 

	Summarise current controls In place 
	Describe how they might fail to prevent adverse outcomes.

	
	


The risks declared above have been assessed as 

	Likelihood
	Impact/Consequences

	Almost Certain
	
	Negligible
	

	Likely
	
	Minor
	

	Possible
	
	Moderate
	

	Unlikely
	
	Major
	

	Rare
	
	Extreme
	


Level of Risk - Is the control of this risk adequate? 

Give more than one risk level if the assessment covers a range of circumstances. You can use the ‘matrix’ to show how ‘likelihood’ and ‘consequences’ combine to give a conclusion. Also, be critical of existing measures: if you can think how they might fail, or how they could be improved, these are indications of a red or orange risk.  

Risk Matrix

	Likelihood
	Impact/Consequences

	
	Negligible
	Minor
	Moderate
	Major
	Extreme

	Almost Certain
	Medium
	High
	High
	V High
	V High

	Likely
	Medium
	Medium
	High
	High
	V High

	Possible
	Low
	Medium
	Medium
	High
	High

	Unlikely
	Low
	Medium
	Medium
	Medium
	High

	Rare
	Low
	Low
	Low
	Medium
	Medium



   Very High                      High                        Medium                         Low

Current risk level

Given the current precautions, and how effective and reliable they are, what is the current level of risk? Green is the target – you have thought it through critically and you have no serious worries. Devise ways of making the risk green wherever you can. Yellow is acceptable but with some reservations. You can achieve these levels by reducing the inherent risk and or by effective and reliable precautions.

High (Orange) or Very High (Red) risks are unacceptable and must be acted on: use the Action Plan section to summarise and communicate the problems and actions required.
Action Plan (if risk level is High (Orange) or Very High (Red)
Use this part of the form for risks that require action.  Use it to communicate, with your Line Manager or Risk Coordinator or others if required.  If using a copy of this form to notify others, they should reply on the form and return to you.  Check that you do receive replies.

Describe the measures required to make the work safe.  Include hardware – engineering controls, and procedures.  Say what you intend to change.  If proposed actions are out with your remit, identify them on the plan below but do not say who or by when; leave this to the manager with the authority to decide this and allocate the resources required.

	Proposed actions to control the problem. List the actions required. If action by others is required, you must send them a copy
	By Whom
	Start date
	Action due date

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	



Action by Others Required - Complete as appropriate: (please tick or enter YES, name and date where appropriate)

	Report up management chain for action
	

	Report to Estates for action
	

	Contact advisers/specialists 
	

	Alert your staff to problem, new working practice, interim solutions, etc
	


Reply

If you receive this form as a manager from someone in your department, you must decide how the risk is to be managed.  Update the action plan and reply with a copy to others who need to know.  If appropriate, you should note additions to the Directorate / Service Risk Register.

If you receive this as an adviser or other specialist, reply to the sender and investigate further as required.

	Assessment completed - date: 
	
	Review date:  
	



Project Business Case

	Project Name
	

	Directorate
	
	Project Sponsor
	

	Project Description
	

	Social Network (s) to be used


	

	Purpose of the presence on social networking site


	

	How will presence be resourced?

(e.g. IT access, staff to be allocated) 


	

	Designated staff who require access
	Name
	Current approval
	Training required

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	Risk Assessment provided 
	

	Frequency at which the social network site will be moderated/updated 


	

	Plan to interact and deal with queries


	

	Information storage arrangements
	

	Exit strategy


	

	Approval:     Yes / No          Signed:…………………………………………………………..                                            

                                            Designation:……………………………………………………..




Acceptable Use Certificate

Staff Declaration Form

Internet Social Networking Policy - DECLARATION

I confirm that I have read and understood the Internet Social Networking Policy, and accept that my usage of Internet Social Networking sites will be audited and monitored.  I agree to using Internet Social Networking Sites (SNS) for NHSGGC work purposes only and will not access my personal Social Networking profiles at any time from a work computer.

I agree to the following points:

I will not leave my computer unattended while logged into any SNS

I will only access SNS from my own NHS computer (except in the case of a technical failure of that PC)

I will not keep a written note of the log in details for any SNS in a visible place

I will not give out the log in details for any SNS to anyone who is not authorised to access SNS on NHS computers

I will inform IT and HR if I leave my current post for another NHS post or if my current post changes and I no longer require access to SNS for work purposes

I will report regularly on the interaction that has taken place on the SNS to my line manager & the IT department

I will report any incidents of inappropriate posts/behaviour on any SNS to my line manager immediately and remove them from the site

I will ensure that the privacy settings on SNS profiles are set to those described in the Internet Social Networking Policy

I will not access any SNS for personal reasons  

I will not allow other members of staff to access their own personal SNS on my work computer.

I understand that failure to comply with this will result in my access to Internet Social Networking Sites being revoked and also may result in disciplinary proceedings.

Internet Social Networking Sites will only be accessed from the below mentioned computer and not from any other NHS PC, laptop or mobile device.  

Employee Name………………… ………………………………………………………..

Employee UserID…………………………………………… ………………………………...

Employee Signature… ………………………………………………………………………………

Line Manager Name………………… ………………………………………………………

Line Manager Signature…………………………… …………………………………………….

Date……………………………………

Please return the signed original of this form to the HR department where it will be retained in your personnel file.  A copy must also be sent to the IT department.

Take and retain a photocopy for your own reference purposes.

Standard Reporting Template


	Project Name
	

	Project go live date
	

	

	Facebook Statistics
	

	Total number of postings
	

	Number of postings by project team this month
	

	Number of responses this month
	

	Total number of Likes
	

	New likes this month
	

	Significant feedback
	

	Note: Facebook insights data should be submitted with this form

	

	Twitter Statistics
	(If not using Twitter enter N/A)

	Total number of Tweets
	

	Number of Tweets by project team this month
	

	Number of responses this month
	

	Total number of Followers
	

	New followers this month
	

	Significant feedback
	

	

	YouTube Statistics
	(If not using YouTube enter N/A)

	Total number of views
	

	Change this month
	

	Significant feedback
	

	
	

	Any Incidents 
	Incident description including the network on which it occurred, impact and actions to prevent any recurrence.
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Risk Assessment Form
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